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User Application
wwwwwwwwww New credentials are being sold on a dark web marketplace 10 IDENTIFIED. Directory Listing may lead to Information Disclosure 3
| ACKNOWLEDGE New password has been found in a leaked file. 23 | ACKNOWLEDGE Domain is prone to Email Spoofing Vulnerability 3
| ACKNOWLEDGE | New password has been found in a leaked file. 41 | ACKNOWLEDGE CVE-2023-25136 - OpenSSH Pre-Auth Double Free Vulnerability 1
© CONFIRMED New credentials are being sold on a dark web marketplace 3 ~ CONFRMED [Potential] HTTP Reque: 2
| CONFIRMED New password has been found in a leaked file. 5  CONFIRMED [Potential] id paramete 1
cLosep 1111 ProxyLogon - Microsoft Exchange Server Vulnerabilities 4
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